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Impact

The Exam was in progress on the day and around
180 students and 30 staff members could be

reached without verbal communication. The &
impact was greater as the students were in

corridor for longer time before and after

examination.

Central Government has taken steps to spread awareness about cyber crimes, issue of alerts/advisories,
capacity building/training of law enforcement personnel/ prosecutors/ judicial officers, improving cyber
forensics facilities etc. to prevent such crimes and to speed up investigation. The Government has launched
the online cybercrime reporting portal, www.cybercrime.gov.in to enable complainants to report complaints
pertaining to Child Pornography/Child Sexual Abuse Material, rape/gang rape imageries or sexually explicit
content. The Central Government has rolled out a scheme for establishment of Indian Cyber Crime
Coordination Centre (14C) to handle issues related to cybercrime in the country in a comprehensive and
coordinated manner.

AICTE communicated through e mail Dt.27/5/2022 to conduct Cyber Jagrookta Divas and regularly hold an
awareness programmes about Cyber Crime Reporting portal and National Helpline No.1930.

Accordingly RVIM Centre for Social Responsibility organized a floor art event to spread awareness on
information security and use of strong pass words to ensure that the e usages are safe.

Floor art is a form of graphical representation of slogans and images and art work on the floor and made
visible to all the people around from all the floors . The pictures draws the attention of students as they move
around the campus.

This method was more at advantage as the Term end exam was in progress on the day and all the students
had to pass a common passage at entrance and the message reached to a greater extent.

The theme for this awareness programme was to stress importance of frequent change of password and to
adopt strong pass words to keep all the data secure at all times
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Floor Art on Information Security
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Cyber Jagrukta Diwas on June 1 (First Wednesday
of Every Month) as per UGC/AICTE Instructions and
Forwarded by The Director for Campus Awareness
Programme on the Day. All Staff members are
requested to Join for the Floor Art on the Day . The
Chalk and Art Powder shall be made available.
Based on your time convenience please join in

creating the FLOOR ART on the Theme CYBER ad
CRIME PREVENTION. Coordinator, RVIM-CSR cc
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WhatsApp Communication to All Staff & Students

Report Prepared by:

A.Chandran
Coordinator
RVIM Centre for Social Responsibility



ANNEXURE

/ Dr. Purushottam Bung <director.rvim@rvei.edu.in>

" Institutions

Information : DO letter from Secy (HE) regarding Cyber Jagrookta Divas for
Awareness to deal with Cyber Crime and Organizing the 'Cyber Jagrookta Diwas'
for sensitizing School- College Students in Municipalities and Panchayats -
Regarding

no-reply <admin@aicte-india.org> 27 May 2022 al 11:16
To: director.rvim@rvei.edu.in

Dear Sir/Madam,
Greetings from All India Council for Technical Education !

We are happy to inform you that the Ministry of Home Affairs has implemented the "Indian Cyber Crime Coaordination
Center (14C)" Scheme with the objective of providing an effective mechanism to deal with cyber crime in a
coordinated and comprehensive manner. Under this, "National Cyber Crime Reporting Portal" www.cybercrime.gov.in
has been launched for reporting all types of cyber crimes, especially cyber crimes against women and children.

All HEIs are requested to ensure maximum participation in organizing the ‘Cyber Jagrookta Diwas' for sensitizing
school/ college students in municipalities and panchayats in r/o the fight against cyber crime and also to make the
public aware of the steps being taken by the Government to deal with cyber crime, especially about the National
Cyber Crime Reporting Portal, the National Helpline No: 1930. They may be encouraged to follow the presence of
Indian Cyber Crime Coordination Center (14c) on social Media, i.e. Twitter handle (@cyberdost), Facebook
(/lcyberDostl4c), instagram (cvberdosfl4c), Telegram (cyberdosti4c) and contribute to dissemination of cyber security
tips.

In view of the above, AICTE requests your Institution(s) to kindly disseminate this information among all the faculty
members, Students, staff & others so they can take the benefits from this Cyber Jagrookta Diwas.

Please find attached a letter from Secretary (HE), M/o Education regarding Cyber Jagrookta Divas for your kind
perusal and necessary action.

PFA: https://drive.google.com/file/d/1H-ptTaUxyYTx2NC4bRiCZ4TNJ7BETaDf/view?usp=sharing

Best regards,

Manoj Singh

Assistant Director (eGovernance),

All India Council for Technical Education,

Nelson Mandela Marg, Vasant Kunj, New Delhi-110070
Ph 011-29581330




